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Abstract

We describe a simple algorithm that runs in time poly(n, 1/, 1/¢) and learns an
unknown n-dimensional y-margin halfspace to accuracy 1 — ¢ in the presence of
malicious noise, when the noise rate is allowed to be as high as ©(ey+/log(1/7)).
Previous efficient algorithms could only learn to accuracy ¢ in the presence of
malicious noise of rate at most © (7).

Our algorithm does not work by optimizing a convex loss function. We show that
no algorithm for learning y-margin halfspaces that minimizes a convex proxy for
misclassification error can tolerate malicious noise at a rate greater than ©(e);
this may partially explain why previous algorithms could not achieve the higher
noise tolerance of our new algorithm.

1 Introduction

Learning an unknown halfspace from labeled examples that satisfy a margin constraint (meaning that
no example may lie too close to the separating hyperplane) is one of the oldest and most intensively
studied problems in machine learning, with research going back at least five decades to early seminal
work on the Perceptron algorithm [5, 26, 27].

In this paper we study the problem of learning an unknown ~-margin halfspace in the model of
Probably Approximately Correct (PAC) learning with malicious noise at rate . More precisely, in
this learning scenario the target function is an unknown origin-centered halfspace f(x) = sign(w -
x) over the domain R™ (we may assume w.l.0.g. that w is a unit vector). There is an unknown
distribution D over the unit ball B,, = {x € R™ : ||x||2 < 1} which is guaranteed to put zero
probability mass on examples x that lie within Euclidean distance at most -y from the separating
hyperplane w - x = 0; in other words, every point x in the support of D satisfies |w - x| > ~. The
learner has access to a noisy example oracle EX, (f, D) which works as follows: when invoked,
with probability 1 — 7) the oracle draws x from D and outputs the labeled example (x, f(x)) and
with probability 7 the oracle outputs a “noisy” labeled example which may be an arbitrary element
(x',y) of B, x {—1, 1}. (It may be helpful to think of the noisy examples as being constructed by an
omniscient and malevolent adversary who has full knowledge of the state of the learning algorithm
and previous draws from the oracle. In particular, note that noisy examples need not satisfy the
margin constraint and can lie arbitrarily close to, or on, the hyperplane w - x = 0.) The goal of
the learner is to output a hypothesis & : R™ — {—1, 1} which has high accuracy with respect to
D: more precisely, with probability at least 1/2 (over the draws from D used to run the learner and
any internal randomness of the learner) the hypothesis h must satisfy Pryp[h(x) # f(x)] < e.
(Because a success probability can be improved efficiently using standard repeat-and-test techniques
[19], we follow the common practice of excluding this success probability from our analysis.) In
particular, we are interested in computationally efficient learning algorithms which have running

time poly(n,1/v,1/¢).



Introduced by Valiant in 1985 [30], the malicious noise model is a challenging one, as witnessed by
the fact that learning algorithms can typically only withstand relatively low levels of malicious noise.
Indeed, it is well known that for essentially all PAC learning problems it is information-theoretically
possible to learn to accuracy 1 — ¢ only if the malicious noise rate 7 is at most £/(1 + ) [20],
and most computationally efficient algorithms for learning even simple classes of functions can only
tolerate significantly lower malicious noise rates (see e.g. [1, 2, 8, 20, 24, 28]).

Interestingly, the original Perceptron algorithm [5, 26, 27] for learning a y-margin halfspace can be
shown to have relatively high tolerance to malicious noise. Several researchers [14, 17] have estab-
lished upper bounds on the number of mistakes that the Perceptron algorithm will make when run on
a sequence of examples that are linearly separable with a margin except for some limited number of
“noisy” data points. Servedio [28] observed that combining these upper bounds with Theorem 6.2
of Auer and Cesa-Bianchi [3] yields a straightforward “PAC version” of the online Perceptron al-
gorithm that can learn y-margin halfspaces to accuracy 1 — ¢ in the presence of malicious noise
provided that the malicious noise rate 7 is at most some value O(ev). Servedio [28] also describes
a different PAC learning algorithm which uses a “smooth” booster together with a simple geometric
real-valued weak learner and achieves essentially the same result: it also learns a y-margin halfspace
to accuracy 1 — ¢ in the presence of malicious noise at rate at most O (e+y). Both the boosting-based
algorithm of [28] and the Perceptron-based approach run in time poly(n, 1/v,1/¢).

Our results. We give a simple new algorithm for learning y-margin halfspaces in the presence of
malicious noise. Like the earlier approaches, our algorithm runs in time poly(n, 1/, 1/¢); however,
it goes beyond the © () malicious noise tolerance of previous approaches. Our first main result is:

Theorem 1 There is a poly(n,1/v,1/¢)-time algorithm that can learn an unknown ~y-margin half-

space to accuracy 1 — € in the presence of malicious noise at any rate 1) < cey/log(1/~) whenever
v < 1/7, where ¢ > 0 is a universal constant.

While our ©(4/log(1/v)) improvement is not large, it is interesting to go beyond the “natural-
looking” ©(e7y) bound of Perceptron and other simple approaches. The algorithm of Theorem 1 is
not based on convex optimization, and this is not a coincidence: our second main result is, roughly
stated, the following.

Informal paraphrase of Theorem 2 Let A be any learning algorithm that chooses a hypothesis
vector v so as to minimize a convex proxy for the binary misclassification error. Then A cannot
learn ~-margin halfspaces to accuracy 1 — € in the presence of malicious noise at rate n > cev,
where ¢ > 0 is a universal constant.

Our approach. The algorithm of Theorem 1 is a modification of a boosting-based approach to
learning halfspaces that is due to Balcan and Blum [7] (see also [6]). [7] considers a weak learner
which simply generates a random origin-centered halfspace sign(v - x) by taking v to be a uniform
random unit vector. The analysis of [7], which is for a noise-free setting, shows that such a random
halfspace has probability 2(vy) of having accuracy at least 1/2 + () with respect to D. Given
this, any boosting algorithm can be used to get a PAC algorithm for learning y-margin halfspaces to
accuracy 1 —e.

Our algorithm is based on a modified weak learner which generates a collection of k = [log(1/7)]
independent random origin-centered halfspaces hy = sign(vy - X), ..., hy = sign(vy, - x) and takes
the majority vote H = Maj(hq, ..., hx). The crux of our analysis is to show that if there is no noise,
then with probability at least (roughly) v? the function H has accuracy at least 1/2 + Q(fy\/E) with
respect to D (see Section 2, in particular Lemma 1). By using this weak learner in conjunction with
a “smooth” boosting algorithm as in [28], we get the overall malicious-noise-tolerant PAC learning
algorithm of Theorem 1 (see Section 3).

For Theorem 2 we consider any algorithm that draws some number m of samples and minimizes
a convex proxy for misclassification error. If m is too small then well-known sample complexity
bounds imply that the algorithm cannot learn y-margin halfspaces to high accuracy, so we may
assume that m is large; but together with the assumption that the noise rate is high, this means
that with overwhelmingly high probability the sample will contain many noisy examples. The heart
of our analysis deals with this situation; we describe a simple ~-margin data source and adversary



strategy which ensures that the convex proxy for misclassification error will achieve its minimum
on a hypothesis vector that has accuracy less than 1 — ¢ with respect to the underlying noiseless
distribution of examples. We also establish the same fact about algorithms that use a regularizer
from a class that includes the most popular regularizers based on p-norms.

Related work. As mentioned above, Servedio [28] gave a boosting-based algorithm that learns
~-margin halfspaces with malicious noise at rates up to n = ©(e7y). Khardon and Wachman [21]
empirically studied the noise tolerance of variants of the Perceptron algorithm. Klivans et al. [22]
showed that an algorithm that combines PCA-like techniques with smooth boosting can tolerate rel-
atively high levels of malicious noise provided that the distribution D is sufficiently “nice” (uniform
over the unit sphere or isotropic log-concave). We note that y-margin distributions are significantly
less restrictive and can be very far from having the “nice” properties required by [22].

We previously [23] showed that any boosting algorithm that works by stagewise minimization of a
convex “potential function” cannot tolerate random classification noise — this is a type of “benign”
rather than malicious noise, which independently flips the label of each example with probability 7.
A natural question is whether Theorem 2 follows from [23] by having the malicious noise simply
simulate random classification noise; the answer is no, essentially because the ordering of quantifiers
is reversed in the two results. The construction and analysis from [23] crucially relies on the fact
that in the setting of that paper, first the random misclassification noise rate 1) is chosen to take some
particular value in (0,1/2), and then the margin parameter ~ is selected in a way that depends on
7. In contrast, in this paper the situation is reversed: in our setting first the margin parameter v is
selected, and then given this value we study how high a malicious noise rate 7 can be tolerated.

2 The basic weak learner for Theorem 1

Let f(x) = sign(w - x) be an unknown halfspace and D be an unknown distribution over the n-
dimensional unit ball that has a v margin with respect to f as described in Section 1. For odd & > 1
we let A; denote the algorithm that works as follows: Ay, generates k independent uniform random
unit vectors vy, ..., v in R™ and outputs the hypothesis H (x) = Maj(sign(v - x), ..., sign(vy -
x)). Note that Ay, does not use any examples (and thus malicious noise does not affect its execution).
As the main result of Section 2 we show that if &k is not too large then algorithm A has a non-
negligible chance of outputting a reasonably good weak hypothesis:

Lemma 1 Foroddk < ﬁ the hypothesis H generated by Ay, has probability at least Q(yV/k /2F)
of satisfying Pryxp[H(x) # f(x)] < % - Y&éﬁ.

2.1 A useful tail bound

The following notation will be useful in analyzing algorithm Ag: Let  vote(y,k) :=
Pr {Zle X; < k/Z} where X1, ..., X}, are i.i.d. Bernoulli (0/1) random variables with E[X;] =

1/2 + ~ for all 4. Clearly vote(v, k) is the lower tail of a Binomial distribution, but for our pur-
poses we need an upper bound on vote(v, k) when k is very small relative to 1/4? and the value
of vote(y, k) is close to but — crucially — less than 1/2. Standard Chernoff-type bounds [10] do not
seem to be useful here, so we give a simple self-contained proof of the bound we need (no attempt
has been made to optimize constant factors below).

Lemma 2 For0 <y < 1/2and odd k < 16172 we have vote(y, k) < 1/2 — “’5—‘(/)%.

Proof: The lemma is easily verified for K = 1,3,5,7 so we assume k£ > 9 below. The
value vote(y, k) equals >, (M) (1/2 — 7)*7(1/2 + ~), which is easily seen to equal
9 Doich2 (M)A — 49?)"(1 — 29)*=2 Since k is odd P Doich)2 (%) equals 1/2, so it re-
mains to show that 5z >3, ; /5 (M) 1= (1 - 49?1 —29)%2] > %. Consider any integer

i



€ [0, k/2 — /k]. For such an i we have

(1-29)"2 <(1-29)?F < 1-(29)@2Vk) + (2v)? (2*2/%) (1)
< 11— 4wk +8yVk(yE) )
< 1—dwWk+20wWk=1-29Vk 3)

where (1) is obtained by truncating the alternating binomial series expansion of (1 — 27)2\/E after
a positive term, (2) uses the upper bound (g) < £2/2, and (3) uses Wk <1 /4 which follows
from the bound k < 5. So we have (1 —47%)"(1 — 29)F 72 < 1 — 29Vk and thus we have

—(1—44%)"(1—27)*=2 > 2yv/k. The sum Y i<k/avE (%) is at least 0.01 - 2* for all odd & > 9
[13], so we obtain the claimed bound:
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2.2 Proof of Lemma 1

Throughout the following discussion it will be convenient to view angles between vectors as lying
the range [—, ), so acute angles are in the range (—7 /2, 7/2).

Recall that sign(w-x) is the unknown target halfspace (we assume w is a unit vector) and vy, ..., vi
are the random unit vectors generated by algorithm Ay. For j € {1,...,k} let G; denote the
“good” event that the angle between v; and w is acute, i.e. lies in the interval (—7/2,7/2), and
let G denote the event G; A --- A Gg. Since the vectors v; are selected independently we have

Pr[G] = []}_, Pr[G;] = 27",

The following claim shows that conditioned on G, any ~y-margin point has a noticeably-better-than-

% chance of being classified correctly by H (note that the probability below is over the random

generation of H by Ay):

Claim 3 Fix x € B, to be any point such that |w -x| > 7. Then we have Pry[H (x) # f(x) | G] <
vote(y/m, k) <1/2 — 7‘f

Proof: Without loss of generality we assume that x is a positive example (an entirely similar analysis
goes through for negative examples), so w - x > ~. Let a denote the angle from w to x in the plane
spanned by w and x; again without loss of generality we may assume that « lies in [0, 7/2] (the
case of negative angles is symmetric). In fact since x is a positive example with margin v, we have
that 0 < a < 7w/2 —~

Fix any j € {1,...,k} and let us consider the random unit vector v;. Let v;- be the projection of
v, onto the plane spanned by x and w. The distribution of v/;/|[v}]| is uniform on the unit circle
in that plane. We have that sign(v; - x) # f(x) if and only if the magnitude of the angle between
v’ and x is at least w/2. Conditioned on G, the angle from v’ to w is uniformly distributed over
the interval (—7/2,7/2). Since the angle from w to x is «, the angle from v’ to x is the sum of
the angle from v’ to w and the angle from w to x, and therefore it is uniformly distributed over the
interval (—7/2 + o, 7/2 4+ ) . Recalling that & > 0, we have that sign(v; - x) # f(x) if and only
if angle from v’ to x lies in (7/2,7/2 4+ «). Since the margin condition implies o < 7/2 — ~y as

noted above, we have Prsign(v; - x) # f(x) | G;] < ”/i;” =1-2

Now recall that vy, ..., vy are chosen independently at random, and G = G A - - - A G. Thus, after
conditioning on GG, we have that vy, ..., vj are still independent and the events sign(v; - x) #
f(x),...,sign(vg - x) # f(x) are mdependent It follows that Pry[H (x) # f(x) | G] <

vote (7 k) <1/2- ‘f , where we used Lemma 2 for the final inequality. ]

Now all the ingredients are in place for us to prove Lemma 1. Since Claim 3 may be applied to

every x in the support of D, we have Prx.p p[H(x) # f(x) | G] < 1/2— % Applying Fubini’s



theorem we get that Epy [Prep[H (%) # f(X)] | ] <1/2 - 507r Applying Markov’s inequality
to the nonnegative random variable Pry.p[H (x) # f(x)], we get
1 - wk 2(1/2 — 12k)
507 < 507
Pr| PrIHG) # f(x)) > = | 6| < T2
507
which implies
1— pk g
507 > .
Pr| Pr[H(x) # ()] < 2= | G| > ()
Since Pry[G] = 27 we get
1wk
Pr| Pr[H() # F0] <~ | > (VR/2Y),
and Lemma 1 is proved. ]

3 Proof of Theorem 1: smooth boosting the weak learner to tolerate
malicious noise

Our overall algorithm for learning y-margin halfspaces with malicious noise, which we call Algo-
rithm B, combines a weak learner derived from Section 2 with a “smooth” boosting algorithm.
Recall that boosting algorithms [15, 25] work by repeatedly running a weak learner on a se-
quence of carefully crafted distributions over labeled examples. Given the initial distribution P
over labeled examples (z,y), a distribution P; over labeled examples is said to be x-smooth if
Pi[(z,y)] £ LP[(z,y)] for every (z,y) in the support of P. Several boosting algorithms are known
[9, 16, 28] that generate only 1/z-smooth distributions when boosting to final accuracy 1 — e. For
concreteness we will use the MadaBoost algorithm of [9], which generates a (1 — €)-accurate final
hypothesis after O( > ) stages of calling the weak learner and runs in time poly (£, l)

At a high level our analysis here is related to previous works [28, 22] that used smooth boosting to
tolerate malicious noise. The basic idea is that since a smooth booster does not increase the weight
of any example by more than a 1/e factor, it cannot “amplify” the malicious noise rate by more
than this factor. In [28] the weak learner only achieved advantage O(7) so as long as the malicious
noise rate was initially O(e7), the “amplified” malicious noise rate of O(~y) could not completely
“overcome” the advantage and boosting could proceed successfully. Here we have a weak learner
that achieves a higher advantage, so boosting can proceed successfully in the presence of more
malicious noise. The rest of this section provides details.

The weak learner W that B uses is a slight extension of algorithm Ay, from Section 2 with k =
[log(1/7)]. When invoked with distribution P, over labeled examples, algorithm W

o makes ¢ (specified later) calls to algorithm Ao (1/4)7, generating candidate hypotheses
Hiy,...,Hy; and

e evaluates H1, ..., Hy using M (specified later) independent examples drawn from P; and
outputs the H; that makes the fewest errors on these examples.

The overall algorithm B
e draws a multiset S of m examples (we will argue later that poly(n, 1/, 1/¢) many exam-
ples suffice) from EX, (f,D);

e sets the initial distribution P over labeled examples to be uniform over .S; and

e uses MadaBoost to boost to accuracy 1 — €/4 with respect to P, using W as a weak learner.

Recall that we are assuming 7 < ce7y+/log(1/~); we will show that under this assumption, algorithm
B outputs a final hypothesis h that satisfies Prxp[h(x) = f(x)] > 1 — e with probability at least
1/2.



First, let Sy C S denote the noisy examples in S. A standard Chernoff bound [10] implies that
with probability at least 5/6 we have |[Sx|/|S| < 2n; we henceforth write 1’ to denote |Sy|/|S].
We will show below that with high probability, every time MadaBoost calls the weak learner W
with a distribution P;, TV generates a weak hypothesis (call it &) that has Pr(x ) p, [he(x) = y] >

1/24©(v+/log(1/7v)). MadaBoost’s boosting guarantee then implies that the final hypothesis (call
it h) of Algorithm B satisfies Pr(x ,y~p[h(x) = y] > 1 —¢/4. Since h is correct on (1 —¢/4) of the
points in the sample S and 7’ < 27, h must be correct on at least 1 — £/4 — 2 of the points in S \
Sn, which is a noise-free sample of poly(n, 1/, 1/¢) labeled examples generated according to D.
Since h belongs to a class of hypotheses with VC dimension at most poly(n, 1/~, 1/€) (because the
analysis of MadaBoost implies that / is a weighted vote over O(1/(g7?)) many weak hypotheses,
and each weak hypothesis is a vote over O(log(1/v)) n-dimensional halfspaces), by standard sample
complexity bounds [4, 31, 29], with probability 5/6, the accuracy of h with respect to D is at least
1—¢/2—4n>1— ¢, as desired.

Thus it remains to show that with high probability each time W is called on a distribution F;, it
indeed generates a weak hypothesis with advantage at least Q(y/log(1/)). Recall the following:

Definition 1 The total variation distance between distributions P and @ over finite domain X is
dry (P, Q) := maxpcx P[E] - Q[E].

Suppose R is the uniform distribution over the noisy points Sy C S, and P’ is the uniform distri-
bution over the remaining points S \ Sy (we may view P’ as the “clean” version of P). Then
the distribution P may be written as P = (1 — n')P’ + #'R, and for any event E we have
P[E]— P'|[E] < n/'R[E] <7/,sodry(P,P') <7

Let P; denote the distribution generated by MadaBoost during boosting stage t. The smoothness of
MadaBoost implies that P;[Sxy| < 47’ /¢, so the noisy examples have total probability at most 47’ /e
under P;. Arguing as for the original distribution, we have that the clean version P/ of P, satisfies

drv (P, Py) < 4n'/e. 4)
By Lemma 1, each call to algorithm Afi,g(1/+)7 yields a hypothesis (call it g) that satisfies

Prlerrorpy (9) < 1/2 = v/log(1/7)/(100m)] = Q(7%), (5)

where for any distribution ) we define errorg(g) = Prix,)~q[9(x) # y]. Recalling that " < 27
and ) < cey/log(1/7), for a suitably small absolute constant ¢ > 0 we have that

4n' /e < y/log(1/7)/(4007). (6)

Then (4) and (5) imply that Pry[errorp, (g) < 1/2 — 3v4/log(1/v)/(4007)] > ©(~?). This means
that by taking the parameters ¢ and M of the weak learner W to be poly(1/~,log(1/€)), we can en-
sure that with overall probability at least 2/3, at each stage ¢ of boosting the weak hypothesis ; that
W selects from its ¢ calls to A in that stage will satisfy errorp, (g:) < 1/2 — v4/log(1/v)/(2007).
This concludes the proof of Theorem 1.

4 Convex optimization algorithms have limited malicious noise tolerance

Given a sample S = {(x1,¥1), ..., (Xm, ym)} of labeled examples, the number of examples mis-
classified by the hypothesis sign(v - x) is a nonconvex function of v, and thus it can be difficult to
find a v that minimizes this error (see [12, 18] for theoretical results that support this intuition in
various settings). In an effort to bring the powerful tools of convex optimization to bear on various
halfspace learning problems, a widely used approach is to instead minimize some convex proxy for
misclassification error.

Definition 2 will define the class of such algorithms analyzed in this section. This definition allows
algorithms to use regularization, but by setting the regularizer v to be the all-0 function it also covers
algorithms that do not.



Definition 2 A function ¢ : R — R™ is a convex misclassification proxy if ¢ is convex, nonin-
creasing, differentiable, and satisfies ¢'(0) < 0. A function ¢ : R™ — [0, 00) is a componentwise
regularizer if (v) = Y7, 7(v;) for a convex, differentiable T : R — |0, 00) for which 7(0) = 0.
Given a sample of labeled examples S = {(x1,91), -, (Xm,Ym)} € (R x {=1,1})™, the (¢.¢)-
loss of vector von Sis Ly y.s(v) := ¢ (v)+ > 1w, ¢(y(v-x;)). A (¢,1)-minimizer is any learning
algorithm that minimizes Ly, s(v) whenever the minimum exists.

Our main negative result, shows that for any sample size, algorithms that minimize a regularized
convex proxy for misclassification error will succeed with exponentially small probability for a
malicious noise rate that is ©(ey), and therefore for any larger malicious noise rate.

Theorem 2 Fix ¢ to be any convex misclassification proxy and 1 to be any componentwise reg-
ularizer, and let algorithm A be a (¢,))-minimizer. Fix € € (0,1/8] to be any error parameter,
~v € (0,1/8] to be any margin parameter, and m > 1 to be any sample size. Let the malicious noise
rate 1) be 16¢7y.

Then there is an n, a target halfspace f(x) = sign(w - x) over R"™, a y-margin distribution D for f
(supported on points x € B,, that have |”:—H -X| > 7), and a malicious adversary with the following
property: If Ay is given m random examples drawn from EX, (f, D) and outputs a vector v, then
the probability (over the draws from EX,(f, D)) that v satisfies Prxp[sign(v -x) # f(x)] < e is
at most e~ /7, where ¢ > 0 is some universal constant.

Proof: The analysis has two cases based on whether or not the number of examples m exceeds
mg = ﬁ (We emphasize that Case 2, in which n is taken to be just 2, is the case that is of
primary interest, since in Case 1 the algorithm does not have enough examples to reliably learn a
~-margin halfspace even in a noiseless scenario.)

Case 1 (m < mg): Let n = |1/9?] and let el® ¢ R™ denote the unit vector with a 1 in the ith
component. Then the set of examples F := {e(!), ..., e(™} is shattered by the family F' which con-
sists of all 2™ halfspaces whose weight vectors are in {—~,y}", and any distribution whose support
is E' is a y-margin distribution for any such halfspace. The proof of the well-known information-
theoretic lower bound of [11]' gives that for any learning algorithm that uses m examples (such as
A), there is a distribution D supported on F and a halfspace f € F such that the output h of A

satisfies Pr[Prx~p[h(x) # f(x)] > €] > 1 —exp (—%) , where the outer probability is over the
random examples drawn by A. This proves the theorem in Case 1.

Case 2 (m > mg): We note that it is well known (see e.g. [31]) that O(#) examples suffice to

learn y-margin n-dimensional halfspaces for any n if there is no noise, so noisy examples will play
an important role in the construction in this case.

We take n = 2. The target halfspace is f(x) = sign(+/1 — v2x1 + yx2). The distribution D is very
simple and is supported on only two points: it puts weight 2¢ on the point | ———, O) which is a
positive example for f, and weight 1 — 2¢ on the point (0, 1) which is also a positive example for
f. When the malicious adversary is allowed to corrupt an example, with probability 1/2 it provides
the point (1,0) and mislabels it as negative, and with probability 1/2 it provides the point (0, 1) and
mislabels it as negative.

Let S = ((x1,%1)s -y (Xm,¥m)) be a sample of m examples drawn from EX, (f, D). We de-

t:xe=(v/y/1-72,0 x;=(0, — Xp=
o e o M e sl s

'In particular, see the last displayed equation in the proof of Lemma 3 of [11].



|{t:xt:((1§‘),y:71}\ . Using standard Chernoff bounds (see e.g. [10]) and a union bound we get

Prips1 =0o0rpse =00rps1 > 3eorng 1 < n/dornga < n/4
em m
<(1-21-n)"+(1-(1-2)(1—-mn)"+exp (——) + 2exp (—77—)

<2(1—¢e)™ 4 exp (—%) + 2exp (—%) (sincee < 1/4andn < 1/2)

1 1 1
< 2exp <_32’Y2> + exp <_96’72> + 2exp (_48’y) .

Since the theorem allows for a e~“/7 success probability for A, it suffices to consider the case in
which pg 1 and pg 2 are both positive, ps 1 < 3¢, and min{ns 1,752} > n/4. For v = (v1,v2) €
R? the value L, ;5 s(Vv) is proportional to

L(vi,v2) == ps1¢ <\/%> + ps,2d(v2) + ns19(—v1) + ns,20(—v2) + ¢|(ST)
From the bounds stated above on ps 1,ps,2,s,1 and 7s,2 we may conclude that L¢,’¢,S(v) does
achieve a minimum value. This is because for any z € R the set {v : Ly 4 s(v) < z} is bounded,
and therefore so is its closure. Since Lg 4 5(v) is bounded below by zero and is continuous, this
implies that it has a minimum. To see that for any z € R the set {v : Ly 4 s(v) < z} is bounded,
observe that if either v; or vs is fixed and the other one is allowed to take on arbitrarily large
magnitude values (either positive or negative), this causes L 4 (V) to take on arbitrarily large
positive values (this is an easy consequence of the definition of L, the fact that ¢ is convex, non-
negative and nonincreasing, ¢'(0) < 0, and the fact that pg 1, ps 2, 15,1, 75,2 are all positive).

Taking the derivative with respect to v, yields

oL _ Y / YU1
oo P <ﬁ
When v; = 0, the derivative (7) is pg. 1 \/17_7(#(0) —nsg,1¢'(0) (recall that 7 is minimized at 0 and
thus 7/(0) = 0). Recall that ¢'(0) < 0 by assumption. If pg 1 \/1'17 < ng,1 then (7) is positive at
0, which means that L(vy,v2) is an increasing function of v; at v; = 0 for all vy. Since L is convex,
this means that for each v € R we have that the value v} that minimizes L(v},v2) is a negative

value v < 0. So, if ps’l\/% < ms,1, the linear classifier v output by Ay has v; < 0; hence it
-

7' (v1)

) —ns1¢' (—v1) — T (7)

misclassifies the point (—=L—, 0), and thus has error rate at least 2¢ with respect to D.

Combining the fact that v < 1/8 with the facts that ps 1 < 3e and ng1 > n/4, we getps 1 \/1772 <
—
1.01 x ps 17y < 4ey = n/4 < ng,1 which completes the proof. |

5 Conclusion

It would be interesting to further improve on the malicious noise tolerance of efficient algorithms
for PAC learning y-margin halfspaces, or to establish computational hardness results for this prob-
lem. Another goal for future work is to develop an algorithm that matches the noise tolerance of
Theorem 1 but uses a single halfspace as its hypothesis representation.
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